
RMail services detect when a message should be sent encrypted and automatically transform it 
into a secure message that recipients can view with ease. 

With Email Eavesdropping™ threat hunting, senders have peace-of-mind that they will be 
alerted in real time if a cybercriminal has compromised their recipient’s email inbox, which is 

often the main step in lures leading to mis-wires.
RMail then sends aggregate Email Eavesdropping™ red-alerts to administrators and, if desired, 

to their managed security service provider as well.
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RPost patented (rpost.com/patents) including 
US patent application 17/304,305 and other applications. 

RMail Outbound Cloud Security Platform most often acts as an extension of one’s 
existing inbound email security filters and outbound DLP services, with specialized Email 
Eavesdropping™ protection,  elegantly easy and automated email encryption, and more.
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