
This feature will alert senders after the hook is in, before the steal, in-the-moment of replying 
or forwarding a message, if RMail detects a message will pivot from the intended recipient. 

This method, combined with the utilization of impostor domains, is one of the most common ways 
in which cybercriminals hijack a thread, and one of the first steps towards wire fraud.

Email Security

Right Recipient™: Reply Hijack™ Alerts

RPost patented (rpost.com/patents) including US patent applications 17304,305, 15469388, 17025955, 17659479, 16866135, 17653923, 17663425, 
63/201,857, 63/366,685, 63/366,661 and other applications.

Sender AI

The lookalike 
reply domain 
is not visible to 
human eyes 
until after the 
sender clicks 
reply, at which 
time it is very 
difficult for the 
sender to spot.
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