R/Mail Security at the Recipient
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Email Security

SMARTE™ Encryption

Message Level Encryption
RMail dynamic encryption engine
detects whether the recipient’s server is
Wi e able to receive the email at the minimum
— sender-acceptable security level and, if
not, automatically reverts to message
level encryption, wrapping the email and
any attachments inside an AES-256-bit
encrypted PDF package, delivered into
the recipient’s inbox, with automated
decryption password management.
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Attachments:

or PDF reader

* Digitally signed, integrity visible
in the PDF reader

* Recipient can access the
attachments in any browser
with a simple click, or directly in
their PDF reader

* Access inside this PDF anytime, without expiration, using a POF reader program (not a web browser PDF viewer),
- Click the ‘Attachments’ button 10 access the Secure Downioad Portal for up 1o 7days from the time sent.

Hi Megan and team,
Attached is the fund transfer information for the invoice | forwarded yesterday.

Let me know once the transaction is completed.

Thanks,
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