
Email Security

SMARTR™ Encryption

RPost patented (rpost.com/patents) including US patent applications 17304,305, 15469388, 17025955, 17659479, 16866135, 17653923, 17663425, 
63/201,857, 63/366,685, 63/366,661 and other applications.

Security at the Recipient

Message Level Encryption
RMail dynamic encryption engine 
detects whether the recipient’s server is 
able to receive the email at the minimum 
sender-acceptable security level and, if 
not, automatically reverts to message 
level encryption, wrapping the email and 
any attachments inside an AES-256-bit 
encrypted PDF package, delivered into 
the recipient’s inbox, with automated 
decryption password management.

Benefits: 
• Message and attachments  
 remain encrypted at rest in  
 the recipient’s inbox 
• Familiar and easy PDF user  
 experience for reader 
• The email opens in any browser  
 or PDF reader 
• Digitally signed, integrity visible  
 in the PDF reader 
• Recipient can access the   
 attachments in any browser  
 with a simple click, or directly in  
 their PDF reader

RPost© Copyright 1999-2023. RPost trademarks are registered and unregistered.


