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Privacy, Security and Legalities

eSignatures

Automatic Contract Forwarding
Certified GDPR and HIPAA Compliance: Private 
Mode and Data Masking

•    Access Authentication 
RSign provides multiple access authentication and envelope encryption options to empower 
admins and senders for certified compliance with GDPR, HIPAA and other data privacy laws 
and regulations. Choose “End-to-End Encryption” to password-protect your envelope across 
every step of the eSignature workflow, “Required to Open Signed” to only encrypt the signed 
contract, or “Signer Verification” to only send the passcode to signers upon request.

•  Auto-Purge Data  
With Auto-Purge, admins have the power to customize the frequency with which RSign 
should delete a user’s personal data for compliance with GDPR and other data privacy laws 
and regulations.

•  Private Mode 
RSign Private Mode allows the RSign account holder to hide data related to a specific 
transaction from all other users within RSign, including the Admin. This feature is intended for 
high-ranking members of an organization sending highly confidential information, like CEOs, 
CFOs, COOs and more.

•  Data Masking  
When turned on, this feature blurs the transmission data in the RSign interface and prevents 
users from downloading documents.


